**ACTIVIDAD**

1. **QUE ES LA** SDEGURIDAD **INFORMAtica**

**Es el sistema o estado que nos previene de peligro o daño, es el área de información que se enfoca en la protección de la infraestructura.**

1. **amenazas ala seguridad informatica**

Amenzas logicas

* Exixten agujeros de seguridad en los sistemas operativos
* Exixten agujeros de seguridad en las aplicaciones
* Exixten errores en las configuraciones de los sistemas
* Los usuarios carecen de informacion respeto al tema

**Ataques cibernéticos**

**Stuxnet no busca datos o beneficios económicos, sino que se enfoca en ganar control sobre infraestructuras crucial. Se lee el informe.**

**Algunas Amenazas**

* **El robo de información en una compañía por parte de los empleados**
* **El robo de información bancaria atreves de los navegadores de internet**
* **Robo de información de los servidores**
* **Los ataques a los teléfonos móviles**
* **Seguridad bancaria en la red**
* **La privacidad en internet, en redes como google earth pueden salir imágenes de la gente.**
* **3.** **Motivaciones para implementar mecanismos de seguridad.**
* **Que son las políticas de seguridad informática PSI**

**Es una forma de comunicarse con los usuarios y gerentes**

* **Elementos de una política de seguridad informática**

**Es una invitación de la organización de cada uno de sus miembros a reconocer la información como uno de sus principales activos.**

* **Parámetros para establecer políticas de seguridad**
* **Como implementar una política de seguridad**
* **Intercambio de información**
* **Instalación de software dañino involuntariamente**
* **Protección ante accesos no autorizados**
* **fallos de seguridad en la utilización de software**

1. **QUE hace un antivirus**

**Son programas cuyo objetivo es detectar y eliminar un virus**

**DAMARIS CORDOBA**

**YULIANA MOSQUERA**